
Hi, my name is Corey and welcome to my SuSE 10.1 & VHCS2 installation guide! This 

guide will help you get SuSE and VHCS2 installed within an hour (on a decent 

computer). There are also some instructions for those of you using VMware inside of a 

Windows host. If you’re not using VMware, you will still be able to follow these 

instructions and setup a working web server. 

 

VMware specific. 

• Make a new virtual machine in VMware. 

• Select “Typical installation” and click next. 

• Select the radio button named “Linux”, then select “SuSE Linux Enterprise 

Server” from the dropdown list, click next. If you don’t see SuSE anywhere, 

select “Other Linux 2.6.x kernel.” 

• Pick a name and a directory where you want the virtual hard drive to be stored 

(ex: C:\suse), then click next. 

• Select “Use Network address translation (NAT)” and click next 

• Specify the size of the virtual hard drive to be created, and if you have enough 

room on your hard drive, check the box “allocate all disk space now.” Click 

finish. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



• Click “edit virtual machine settings” 

• Select CD-ROM on the list. Under the Connection group on the right, select the 

radio button “Use ISO image.” Search for CD 1 of SUSE (C:\download\sles-10-

x86-cd1.iso or something similar) 

• Click ok and the virtual machine settings window will close. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Insert CD #1 and turn on the computer (or virtual machine). Select Install from the list of 

options. 

 

 
 

SuSE will now load the installation modules. This may take a few minutes. 

 

Select your language, agree to the SuSE license, select “New Installation”, and set the 

time zone. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

SuSE Install will now prepare to install everything on your computer, including several 

software packages. Since we’re going to be running a web server, we won’t need a 

graphical interface. Click on the “Change” button at the bottom, and select “Software” 

from the list. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



The only thing we need to install is the “Server Base System.” Sure, Novell AppArmor 

sounds good in theory, but it will cause problems with some services later on that we’d 

much rather avoid. Accept the changes. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



A warning saying that your disk will be formatted will pop up. If you’re running in 

VMware, you needn’t worry about losing information on you hard drive because there is 

a virtual hard drive, a hard drive in a hard drive, and the virtual one is the only drive that 

will be formatted. 

 

 
 

SuSE will now create the partitions on your drive and begin the installation process. After 

you insert CD2 we will start configuring the server. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



The first two fields we need to configure are the hostname and domain. You can set the 

hostname to pretty much anything, for this demonstration we will use “linux” as our 

hostname. If you have a domain name, or plan to have one, fill in the “Domain. Name” 

field, otherwise make one up. Since we are setting up a server and things should remain 

static (not changing), we don’t want to “Change Hostname via DHCP,” so uncheck that 

box. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Select a password for your root user. Don’t lose it! You’ll need it! 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Now disable the firewall by pressing tab until you are at the list of network options. Press 

the arrow keys until you get to firewall and press enter. This will disable the firewall. 



 



SuSE will now save the configuration. 

 

Test your internet connection, and look for the Success message. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Configure the update later. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Skip the CA cert configuration. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Select “Local” as your authentication method. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Skip the new user by leaving everything blank and select “Next.”  

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



SuSE will now write some more configuration files. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Now SuSE will bring up some release notes. Take a quick peak if you really want to; 

otherwise just keep moving forward by selecting “Next”. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Skip the hardware configuration. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Your SuSE base installation is now complete. Before you select Finish, uncheck the box 

that says “Clone This System for Autoyast.” We won’t be using Autoyast, so why clone 

the whole system? 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



SuSE will now start all of its services configurations. You will be left with a login 

prompt, where you have to login using the username “root”, and the password you set 

earlier for the root account. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Type “yast” at the shell prompt and hit enter. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Select “Installation Source” and press enter. TAB our way to “Add”, select an HTTP 

source and hit enter. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Now we will add an internet archive of the most up-to-date SuSE installation available. 

For this demonstration, we will use the official SuSE server as the source. Match your 

window to the following screenshot. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



YaST will now query the web folder for available packages and add them to a local list. 

This process takes a long time and it will look like your system is hanging but really it 

isn’t. Just give it time, lots and lots of time (~10minutes max). 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Once it’s done adding the catalog, a license will appear. Agree to the license and select 

“Next.” 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Now we need to add another HTTP source, this one will be to download VHCS2. Match 

your screen to the following screenshot. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



This time, when you hit OK, you will be confronted with a warning. Accept the warning 

by selecting yes. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Next we need to change to order of which YaST searches for software packages. We 

want it to look on the internet site before it looks on the CD because the internet site is 

likely to be more update. Select the source that starts with the URL “cd:///”, then use the 

TAB key to move to the “Down” option (bottom-right corner) and press ENTER until it 

moves to the bottom of the list. It should match the next screenshot. 

 

 
 

We’re now done adding installation sources, select “Finish.” 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Back at the main YaST menu, select “Software Management” from the “Software” 

section and press ENTER. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



YaST will now load up the huge list of available software to choose from. Once it’s done 

loading, TAB until you get to Search (bottom-left corner). Search for “vhcs2”. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Press the SPACEBAR to select the package for installation. A little “+” will appear to the 

left of the name indicating that it’s been selected. Now “Accept” the packages. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



YaST will detect server packages missing from the server that hosts VHCS2 

(vhcs.j0ke.net). That’s why we added the download.opensuse.org installation source, to 

provide the missing packages. All you need to do is TAB to “OK” and it will begin the 

download. You will need your SuSE CDs handy. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



SuSE will now begin the download and installation processes and periodically ask you 

for a CD. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Once YaST is done installing all of the packages it will write the configuration files and 

then prompt you to install additional software, which we decline by selecting “No”. 

 

 
 

You’re now brought to the main YaST window. Exit YaST. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

The next step is to assign a root password for the MySQL server, to protect yourself from 

letting strangers access your database(s) freely. Type the following command in the shell 

to set the password and press enter: 

“mysqladmin password thisismynewpassword” 

Remember this password! We will use it in a minute! 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

Now we will execute the VHCS2 setup file. Type the following into the shell: 

“/srv/www/vhcs2/engine/setup/vhcs2-setup” 

You can use the default values for everything except when asked for the “SQL 

password”. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



If everything checks out (which it should), VHCS will begin installing all of the files onto 

the computer, and then notify you that it’s been successfully installed. 

 

 
 

Write down this address. We need to restart the server to be sure that all of the services 

start properly. Type this in the shell: 

“shutdown –r now” 

 

Congratulations! You have successfully installed VHCS2 on your computer! Now enter 

the address you wrote down into your web browser and complete any additional steps. 

 

Note: for VMware users, we still have a few more steps to go! 

 

 

 

 

 

 

 

 

 

 

 



 

 

For VMware users, we need to forward the outgoing ports from the virtual IP to the 

“outside world” so that anybody can access your server. 

 

At the Shell prompt, type the following: 

“ifconfig –a” 

 

 
 

• In VMware, click on the Edit tab at the top of the window, and select Virtual 

Network Settings. 

• Select the NAT tab, and then click on the button labeled “Edit” 

• Click on the button labeled “Port Forwarding” 

• Except for the IP address, which you’ll use the one you got from typing “ifconfig 

–a” in the shell, copy the following data into your own Port Forwarding window. 

The TCP and UDP sections should be the same; there are 8 pairs of ports (8 for 

TCP, 8 for UDP) that should be present. The TCP ports should list the same as the 

UDP ports. 

 



 
 

Keep clicking ok until you’re out of the network config.  

 

Go to whatismyip.com, and get your ip address. Type the IP address in a web browser 

like so: 

“http://ipaddresshere/vhcs2” 

 

You’re done! 

 

 

This walkthrough was written by Corey Regan (crazy_drummer69@hotmail.com) of 

JCBGaming.com. All screenshots were done by me (Corey), as well as all of the text. 

The VHCS2 download like is courtesy of j0ke.net. 


